**EGI CheckIn service provider registration form**

*This form needs to be filled and signed by any service provider (SP) not federated in EGI that wants to be integrated with the EGI AAI platform “CheckIn”. A scan of the form needs to be sent electronically to* [*operations@egi.eu*](mailto:operations@egi.eu)

The Organisation [Organisation name],

considering that

1. the Organisation wishes to connect its service to the CheckIn service in order to allow user login through the CheckIn service and to receive users’ attributes,
2. the CheckIn service can be integrated only with service providers who commit and fulfil the EGI security requirements relevant to the service providers,

agrees to comply with the requirements that the *e-Infrastructure Security Policy* places upon the connected service, in particular those of the *Service Operations Security Policy*; the *Traceability and Logging Policy*; the *Security Incident Response Policy*; and the *Policy on the Processing of Personal Data*, including as per its section (vii) the requirement to provide, in a visible and accessible way, a Privacy Policy.

The registered unique identifier of the SP is: [SAML entityID or OpenID Connect Client ID]

The meta-data information registry is: [URL] (only applicable in the case of a SAML SP)

The operational contact is: [(group) name and contact details]

The security incident response contact is: [CSIRT mail address], [CSIRT phone number]

Signed on behalf of the Organisation by:

Name: […]

Title: […]

Date & Place: […]

Signature: